# 医院个人数字证书年服务费项目院内采购公示

**第一部分 须知前附表**

|  |  |
| --- | --- |
| **序号** | **主　　　要　　　 内　　　 容** |
| 1 | 调研报名公示开始时间：2022年3月7日北京时间调研报名截止时间：2022年3月 11 日下午17分北京时间(报名请携带加盖公章的项目文件回执单、营业执照复印件、公司简介)调研会时间：调研会议时间另行通知 |
| 2 | 项目：医院个人数字证书年服务费 |
| 3 | 文件正本 一 份，副本 两 份。 |
| 4 | 文件递交处：　福建省肿瘤医院 网络办会议室　 |
| 5 | 上述时间、地点如有变动，以单位届时通知为准。 |

**地　址： 福建省福州市福马路420号省肿瘤医院科研楼四楼网络办**

**邮　编： 350014**

**电　话： 0591-83660063-8822**

**联系人： 金工**

1. **采购内容**

|  |  |  |  |
| --- | --- | --- | --- |
| 合同包 | 采购标的 | 数量/单位 | 预算限价 |
| 1-1 | 医院个人数字证书年服务费 | 1年 | 16.5万 |

1. **软件技术功能及服务要求**

在目前我院使用的电子签名系统中提供个人数字证书年度持续性的日常运维服务。

1. 证书中包含身份信息和公钥，用于标识证书持有人的身份；
2. 支持标识个人和单位用户的网络身份；
3. 支持互联网签名应用场景；
4. 证书符合标准：X.509；
5. 数字证书的发证机构须同时支持颁发国密标准SM2证书和国际标准RSA2048或更高级别证书；同时集成三家或三家以上权威数字证书发证机构以实现多发证机构融合，实现联合发证和交叉签名认证，防止单一数字证书发证机构带来的故障风险，投标人须提供承诺函且加盖投标人公章；
6. 数字证书发证机构须同时提供CRL和OCSP服务管理证书；
7. 证书可支持动态分布，可实现同一证书同时为多个签名业务服务；
8. 采用四通道安全认证体系，微信/支付宝验证＋微信/支付宝在线保护+用户口令验证＋短信验证保障签名安全；
9. 支持签名代理设置，用户可自定义签名授权的有效期，实现有效期内自动签名；
10. **本次调研说明**

**欢迎有意向的供应商参与本次调研。**

参加调研会的公司应准备PPT材料（含方案介绍、服务及集成能力、应用案例、报价等）、技术参数等材料，每公司讲解时间30分钟（含答疑10分钟）；同时上述材料须交予院方留档（可提供U盘留档）。

**项目文件回执单**

**请有意参与的各公司在项目公示期内将回执单送到“福建省肿瘤医院网络办”。**

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **公司名称** | **产品名称** | **报价** |
| 1 |  |  |  |
| 2 |   |   |   |
| 3 |   |   |   |

**公司名称：**

**联系人：**

**联系电话：**

**邮箱号：**

**公司盖章：**

**2022年 月 日**